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1. Overall Description:
SA2 thanks RAN3 for LS on AS rekeying handling (R3-202833). SA2 notices that the following action for SA2.
To SA2:
ACTION: RAN3 respectfully asks SA2 to feedback whether the case that both the Security Key IE and the Emergency Fallback Indicator IE are included within one NGAP UE CONTEXT MODIFICATION REQUEST message is abnormal or not.

SA2 also notices that the SA3’s reply LS (S3-201484) to RAN3 indicates that the AS rekeying can be cancelled. 
Q1. RAN3 respectfully asks SA3 to feedback whether it is acceptable for the network to give up the AS re-keying procedure and only initiate the emergency fallback procedure when the two procedures collide.
SA3 Answer: It is acceptable to SA3, for the network to give up the AS re-keying procedure and only initiate the emergency fallback procedure when the two procedures collide. 

[bookmark: OLE_LINK8]SA2 discussed the behaviour of NG-RAN node if it receives one NGAP UE CONTEXT MODIFICATION REQUEST message that includes both the Security Key IE and the Emergency Fallback Indicator IE. 
From SA2 point of view, the AS re-keying procedure and the Emergency Fallback procedure are two different procedures and may collide with a very low probability. The Emergency Fallback shall have the highest priority and also require a strict service delay, so to guarantee the success of Emergency Fallback, the Emergency Fallback shall take precedence over AS rekeying if they collide. Besides, SA2 also thinks that 4G has the same issue and so 5G should keep the same mechanism, i.e. if the eNB receives both the CS Fallback Indicator IE and one of the security IEs (either the Security Key IE or the UE Security Capabilities IE) in the UE Context Modification Request message, the eNB shall ignore both IEs and send back the UE CONTEXT MODIFICATION FAILURE message with an appropriate cause value. 
Consequently, SA2 agrees with the feedback of SA3 to give up the AS re-keying procedure and only initiate the emergency feedback procedure when the two procedures collide.

Accordingly, SA2 would like to provide the following feedback: 
To SA2:
[bookmark: OLE_LINK3]ACTION: RAN3 respectfully asks SA2 to feedback whether the case that both the Security Key IE and the Emergency Fallback Indicator IE are included within one NGAP UE CONTEXT MODIFICATION REQUEST message is abnormal or not.

[bookmark: OLE_LINK4][bookmark: OLE_LINK5]SA2 Answer: When the AS re-keying procedure and the Emergency Fallback procedure collides, the AMF gives up the AS re-keying procedure and only initiates the emergency fallback procedure. If AMF includes both the Security Key IE and the Emergency Fallback Indicator IE within one NGAP UE CONTEXT MODIFICATION REQUEST message, the NG-RAN takes it as the abnormal case.

2. Actions:
To RAN3 group.
ACTION: 	SA2 kindly asks RAN3 to take the above answers into account in their future work. 

3. Date of Next TSG SA WG2 Meetings:
TSG-SA2 Meeting #141E		October 12 – 23, 2020			Elbonia
TSG-SA2 Meeting #142E		November 16 – 20, 2020			Elbonia


